Schema RoutePolicyExchange.xsd
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	elementFormDefault: 
	qualified

	targetNamespace: 
	urn:nena:xml:ns:RoutePolicyExchange:2.0

	 
	


	Elements 
	Complex types 

	Condition 
	ConditionType 

	RuleAction 
	RuleActionType 


element Condition
	diagram
	[image: image1.png]This section contains NENA enhancements of the
conditions-part of the rule. This document inherits
the Comman Policy functionality, including validity.
The identity and sphere condition is not used by
this version of the document.

nena-rpex:Cond

Elatributes

An augmentation point for ObjectType

nena-rpdt:Condition

[

Abstract element for substitution group: all
elements below here may be used as Actions in
the Conditions

[

APolicy Rule about other data. Atypical use for
this element is to route based on the class of
senice components in the AdditionalCallData, or
on language preferences in AdditionalCaller data.
This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element

allSource

[

CallSource (as defined in the Via headers of the
INVITE), interpreted by the ESRP to ignore intra.
ESlnet Vias, and other intermediaries._ CallSource
should be the ESRP's best determination of the
domain of the originating network that handled the
call. Ifthere is more than one, the last Senice
Provider prior to the ESInet should be retumed. If
there are no originating networks, CallSource
retums the domain of the caller

This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element

CallSuspicion
1=

This rule allows the spam-scare header of the SIP

message to be evaluated

This element defines an extended version of the

validity element; it is meant to be included as an

extension element in the conditions element

ElementState
[

This element contains a domain attrubute where
domain is a hostname, or a URI. Ifa URI is
specified. the Domain function is used to extract
the domain from the URI. The domain must be that
of a PSAP that the ESRP can subscribe to the
ElementState package for.

This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element

[incomingQueueURI
1=

The UR of queue the call was received on.

FLostServiceURN

[

This element carries the Senice URN (either
um'senvice:.__ or um'nena-senice: ) attribute. The
condition evaluates to True ifthe LoST query was
successful and false if it was not. If the query
succeeded, the resulting URI is a variable called
"NormalNextHop". available to the rule evaluation
system for subsequent rules

Rules may make use of the following variables
Several rules require the ESRP to use the
SIP-based notification mechanism described in
RFC 3265 [17] to obtain the value of the variable
This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element

[

Any element in a Body that is included in the
message which is XML encoded. If a Body

contains more than one part (of a multipart) with
the same mimetype, only the first part with that
mimetype can be used. This capability may be
used to route on parameters in a CAP message
This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element

1=
Thiselement contains one or more child elements
Any mime type listed in a child element is
compared with the content of the incoming
message. The test of this condition element
evaluates to TRUE if any of ts child elements
evaluate to TRUE, i.e., the results of the individual
child element are combined using a logical OR.
This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element

FNormalNextHopURI
[

The URI retrieved from the LoST query
This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element

[

This element carries a "queue” attribute, where
"queue” is the name of a queue. The value of the
element can either be

Active: one or more entities are actively available or
are currently handiing calls being enqueued
DiversionRequested: a queue designated for
diversion (i.e., not the normal call path) is having
calls enqueued on it

Inactive: no entity is available or actively handiing
calls being enqueued

Disabled: The queue is disabled by management
action and no calls may be enqueued

In addtion, ifthe ESRP is unable to reach the
queue, it would show the queue state as
“unreachable” to the PRF.

This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element

[RequestURI
1=

The UR associated with the call. Normally this
would be um:senvice:sos, but may be different for
calls to an admin line, etc

This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element.

[

Any header in a SIP message, such as the “From",
To. Contact etc., can be used to perform actions
on incoming messages. This allows the creation of
rules that are processed against SIP Header
contents

This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element

SecurityPosture Bl

[

This element expressed carries a "domain”
attribute where "domain’ is a hostname, or a URI
If 2 URIis specified, the domain function is used to
extract the domain from the URI. The domain must
be that of an agency or element that the ESRP can
subscribe to the SecurityPosture package for

This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element

This element contains a domain attrubute where
domain is a hostname, or a URI. Ifa URI is
specified. the Domain function is used to extract
the domain from the URI. The domain must be that
of a PSAP that the ESRP can subscribe to the
SeniceState package for

This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element

‘The TimePeriod element allows a rule to make
decisions based on the time, date and time zone
This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element.






	namespace
	urn:nena:xml:ns:RoutePolicyExchange:2.0

	type
	nena-rpex:ConditionType

	properties
	content 
complex


	children
	structures:ObjectAugmentationPoint nena-rpdt:Condition

	attributes
	Name  
Type  
Use  
Default  
Fixed  
Annotation
structures:id  
xsd:ID  
structures:ref  
xsd:IDREF  
structures:metadata  
xsd:IDREFS  
structures:relationshipMetadata  
xsd:IDREFS  


	annotation
	documentation

This section contains NENA  enhancements of the conditions-part of the rule.  This document inherits the Common Policy functionality, including validity. The identity and sphere condition is not used by this version of the document. 


	source
	<xsd:element name="Condition" type="nena-rpex:ConditionType">
  <xsd:annotation>
    <xsd:documentation>
This section contains NENA  enhancements of the conditions-part of the rule.  This document inherits the Common Policy functionality, including validity. The identity and sphere condition is not used by this version of the document. </xsd:documentation>
  </xsd:annotation>
</xsd:element>


element RuleAction
	diagram
	[image: image2.png]As stated in RFC 4474 4745 [14686], conditions
are the if-part of ules, whereas actions form the
‘then'-part. The actions and transformations parts
of a rule determine which operations the proxy
server MUST execute on receiving a connection
request attempt that matches all conditions of this
rule. Actions and transformations permit certain
operations to be executed

This element is meant to be included as an
extension element in the actions element

nena-rpex:RuleActionType

An augmentation point for ObjectType

fnena-rpdtP

ityValue

Each rule has to contain an unsigned integer value
to indicate its priority. When the conditions of two
rules evaluate to true’ then the rule with the higher
prioriy value wins, i e the actions of that rule will
be executed. Every rule MUST have a unique
priority value

fnena-rpdtActionBody

Abstract element for substitution group: all
elements below here may be used as Actions in
the RuleActions

BusyAction B

The element retums 600 Busy Everywhere to the
caller

NotifyAction &1

The elements of this message are used to sends a
NOTIFY message containing a CAP message to
any entity subscribing to the Normal-NextHop's
ESRPnotify event for that reason code. This may
be used, for example, to advise other entities that
calls are being diverted, etc. fthe recipient
element is a senvice um, the CAP message is
wrapped in a SIP MESSAGE and is routed via the
ECRF to the proper recipients. Al indicated child
elements provide information on how to populate
the CAP message

RouteAction B

The action supported in this section is forwarding of
SIP messages to a specific URL






	namespace
	urn:nena:xml:ns:RoutePolicyExchange:2.0

	type
	nena-rpex:RuleActionType

	properties
	content 
complex


	children
	structures:ObjectAugmentationPoint nena-rpdt:PriorityValue nena-rpdt:ActionBody

	attributes
	Name  
Type  
Use  
Default  
Fixed  
Annotation
structures:id  
xsd:ID  
structures:ref  
xsd:IDREF  
structures:metadata  
xsd:IDREFS  
structures:relationshipMetadata  
xsd:IDREFS  


	annotation
	documentation

As stated in RFC 4474 4745 [14686], conditions are the 'if'-part of rules, whereas actions form the 'then'-part.  The actions and transformations parts of a rule determine which operations the proxy server MUST execute on receiving a connection request attempt that matches all conditions of this rule.  Actions and transformations permit certain operations to be executed
This element is meant to be included as an extension element in the actions element



	source
	<xsd:element name="RuleAction" type="nena-rpex:RuleActionType">
  <xsd:annotation>
    <xsd:documentation>
As stated in RFC 4474 4745 [14686], conditions are the 'if'-part of rules, whereas actions form the 'then'-part.  The actions and transformations parts of a rule determine which operations the proxy server MUST execute on receiving a connection request attempt that matches all conditions of this rule.  Actions and transformations permit certain operations to be executed
This element is meant to be included as an extension element in the actions element
</xsd:documentation>
  </xsd:annotation>
</xsd:element>


complexType ConditionType
	diagram
	[image: image3.png]ConditionType

This section contains NENA enhancements of the
conditions-part of the rule. This document inherits
the Common Policy functionality, including validity.
‘The identity and sphere condition is not used by
this version of the document.

Abstract element for substitution group: all
elements below here may be used as Actions in
the Conditions

APolicy Rule about other data. Atypical use for
this element is to route based on the class of
senice components in the AddtionalCallData, or
on language preferences in AdditionalCaller data.
This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element

1=

CallSource (as defined in the Via headers of the
INVITE), interpreted by the ESRP to ignore intra
ESInet Vias, and other intermediaries. CallSource
should be the ESRP's best determination of the
‘domain of the originating network that handled the
call. Ifthere is more than one, the last Senice
Provider prior to the ESInet should be retumed. If
there are no originating networks, CallSource
returns the domain of the caller

This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element

CallSuspicion
1=

This rule allows the spam-score header of the SIP

message to be evaluated

This element defines an extended version of the

validity element; it is meant to be included as an

extension element in the conditions element

ElementState )

1=

This element contains a domain attrubute where
domain is a hostname, or a URL. If a URIis
‘specified, the Domain function is used to extract
the domain from the URL. The domain must be that
of a PSAP that the ESRP can subscribe to the
ElementState package for

This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element

1=

The UR of queue the call was received on.

FLostServiceURN

1=

This element carries the Senice URN (either
um'senice:.._or umnenasenvice" ) attibute. The
condition evaluates to True ifthe LoST query was
successful and false ifit was not. ffthe query
succeeded, the resuling URI s a variable called
“NormalNextHop’, available to the rule evaluation
‘system for subsequent rules

Rules may make use of the following variables
Several rules require the ESRP to use the
‘SIP-based notification mechanism described in
RFC 3265 [17] to obtain the value of the variable
This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element

MimeBody E]
1=

Any element in a Body that is included in the
message which is XML encoded. If a Body
‘contains more than one part (of a multipart) with
the same mimetype, only the first part with that
mimetype can be used. This capability may be
used to route on parameters in a CAP message
This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element

1=

‘Thiselement contains one or more child elements
Any mime type listed in a child element is
‘compared vith the content of the incoming
message. The test of this condition element
evaluates to TRUE if any of its child elements
evaluate to TRUE. i.e., the results of the indiidual
child element are combined using a logical OR
This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element

The URI etrieved from the LoST query.
This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element

1=

is element carties a "queue” attribute, where
ieue” is the name of a queue. The value of the
element can either be

Active: one or more entities are actively available or
are currently handling calls being enqueued
DiversionRequested: a queue designated for
diversion (ie.. not the normal call path) is having
calls enqueued on it

Inactive: no entity is available or actively handiing
calls being enqueued

Disabled: The queue is disabled by management
action and no calls may be enqueued

In addition, if the ESRP is unable to reach the
quee, it would show the queue state as
“unreachable” to the PRF.

This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element

1=

The URI associated with the call. Normally this
would be ur'senvice'sos, but may be diflrent for
calls to an admin line, etc

This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element

1=

Any header in a SIP message, such as the “From",
To. Contact etc., can be used to perform actions
on incoming messages. This allows the creation of
fules that are processed against SIP Header
contents

This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element

This element expressed carries a "domain”
attribute where “domain” is  hostname, or a URI
ffa URI is specified, the domain function is used to
extract the domain from the URI. The domain must
be that of an agency or element that the ESRP can
subscribe to the SecurityPosture package for

This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element

1=

This element contains a domain attrubute where
domain is a hostname, or a URL. If a URIis
‘specified, the Domain function is used to extract
the domain from the URL. The domain must be that
of a PSAP that the ESRP can subscribe to the
SeniceState package for.

This element defines an extended version of the
validity element; it is meant to be included as an
extension element in the conditions element

The TimePeriod element allows a rule to make
decisions based on the time, date and time zone.
This element defines an extended version of the
validity element; it is meant to be included as an
‘extension element in the conditions element.





	namespace
	urn:nena:xml:ns:RoutePolicyExchange:2.0

	type
	extension of structures:ObjectType

	properties
	base 
s:ObjectType


	children
	structures:ObjectAugmentationPoint nena-rpdt:Condition

	used by
	element 
Condition


	attributes
	Name  
Type  
Use  
Default  
Fixed  
Annotation
structures:id  
xsd:ID  
structures:ref  
xsd:IDREF  
structures:metadata  
xsd:IDREFS  
structures:relationshipMetadata  
xsd:IDREFS  


	annotation
	documentation

This section contains NENA  enhancements of the conditions-part of the rule.  This document inherits the Common Policy functionality, including validity. The identity and sphere condition is not used by this version of the document. 


	source
	<xsd:complexType name="ConditionType">
  <xsd:annotation>
    <xsd:documentation>
This section contains NENA  enhancements of the conditions-part of the rule.  This document inherits the Common Policy functionality, including validity. The identity and sphere condition is not used by this version of the document. </xsd:documentation>
  </xsd:annotation>
  <xsd:complexContent>
    <xsd:extension base="s:ObjectType">
      <xsd:sequence>
        <xsd:element ref="nena-rpdt:Condition" minOccurs="1" maxOccurs="unbounded"/>
      </xsd:sequence>
    </xsd:extension>
  </xsd:complexContent>
</xsd:complexType>


complexType RuleActionType
	diagram
	[image: image4.png]&

uleActionType E}

As stated in RFC 4474 [86], conditions are the
‘f-part of rules, whereas actions and
transformations form their then’part. The actions
and transformations parts of a rule determine which
operations the proxy server MUST execute on
receiving a connection request attempt that
matches all conditions of this rule. Actions and
transformations permit certain operations to be
executed

nena-rpdt:BaseActionType (extension)

Elatributes

0=
An augmentation point for ObjectType

fnena-rpdtPriorityValue

Each rule has to contain an unsigned integer value
to indicate its priority. When the conditions of two
rules evaluate to true’ then the rule with the higher
priority value wins, i e the actions of that rule will
be executed. Every rule MUST have a unique
priority value

fnena-rpdtActionBody

Abstract element for substitution group: all
elements below here may be used as Actions in
the RuleActions

BusyAction B

The element retums 600 Busy Everywhere to the
caller

NotifyAction &1

The elements of this message are used to sends a
NOTIFY message containing a CAP message to
any entity subscribing to the Normal-NextHop's
ESRPnotify event for that reason code. This may
be used, for example, to advise other entities that
calls are being diverted, etc. fthe recipient
element is a senvice um, the CAP message is
wrapped in a SIP MESSAGE and is routed via the
ECRF to the proper recipients. Al indicated child
elements provide information on how to populate
the CAP message

RouteAction B

The action supported in this section is forwarding of
SIP messages to a specific URL






	namespace
	urn:nena:xml:ns:RoutePolicyExchange:2.0

	type
	extension of nena-rpdt:BaseActionType

	properties
	base 
nena-rpdt:BaseActionType


	children
	structures:ObjectAugmentationPoint nena-rpdt:PriorityValue nena-rpdt:ActionBody

	used by
	element 
RuleAction


	attributes
	Name  
Type  
Use  
Default  
Fixed  
Annotation
structures:id  
xsd:ID  
structures:ref  
xsd:IDREF  
structures:metadata  
xsd:IDREFS  
structures:relationshipMetadata  
xsd:IDREFS  


	annotation
	documentation

As stated in RFC 4474 [86], conditions are the 'if'-part of rules, whereas actions and transformations form their 'then'-part.  The actions and transformations parts of a rule determine which operations the proxy server MUST execute on receiving a connection request attempt that matches all conditions of this rule.  Actions and transformations permit certain operations to be executed



	source
	<xsd:complexType name="RuleActionType">
  <xsd:annotation>
    <xsd:documentation>
As stated in RFC 4474 [86], conditions are the 'if'-part of rules, whereas actions and transformations form their 'then'-part.  The actions and transformations parts of a rule determine which operations the proxy server MUST execute on receiving a connection request attempt that matches all conditions of this rule.  Actions and transformations permit certain operations to be executed
</xsd:documentation>
  </xsd:annotation>
  <xsd:complexContent>
    <xsd:extension base="nena-rpdt:BaseActionType"/>
  </xsd:complexContent>
</xsd:complexType>
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